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(b) The General Counsel shall ensure
that the program is administered in a
manner consistent with the laws; all
proceedings are promptly initiated and
expeditiously completed; and that the
rights of individuals involved are pro-
tected, consistent with the interests of
national security. The General Counsel
shall also ensure that all relevant deci-
sions of the courts and legislative ini-
tiatives of the Congress are obtained
on a continuing basis and that analysis
of the foregoing is accomplished and
disseminated to DoD personnel secu-
rity program management authorities.

(c) The Heads of the Components
shall ensure that:

(1) The DoD personnel security pro-
gram is administered within their area
of responsibility in a manner consist-
ent with this part.

(2) A single authority within the of-
fice of the head of the DoD Component
is assigned responsibility for admin-
istering the program within the Com-
ponent.

(3) Information and recommendations
are provided the Assistant Secretary of
Defense for Command, Control, Com-
munications, and Intelligence
(ASD(C31)) and the General Counsel at
their request concerning any aspect of
the program.

[52 FR 11219, Apr. 8, 1987, as amended at 58
FR 61026, Nov. 19, 1993]

§ 154.77 Reporting requirements.

(a) The OASD(C31) shall be provided
personnel security program manage-
ment data by the Defense Data Man-
power Center (DMDC) by December 31
each year for the preceding fiscal year.
To facilitate accurate preparation of
this report, all adjudicative determina-
tions must be entered into the DC11 by
all DoD central adjudication facilities
no later than the end of the fiscal year.
The information required below is es-
sential for basic personnel security
program management and in respond-
ing to requests from the Secretary of
Defense and Congress. The report shall
cover the preceding fiscal year, broken
out by clearance category, according to
military (officer or enlisted), civilian
or contractor status and by the central
adjudication facility that took the ac-
tion, using the enclosed format:

(1) Number of Top Secret, Secret, and
Confidential clearances issued;

(2) Number of Top Secret, Secret, and
Confidential clearances denied;

(3) Number of Top Secret, Secret, and
Confidential clearances revoked;

(4) Number of SCI access determina-
tions issued;

(5) Number of SCI access determina-
tions denied;

(6) Number of SCI access determina-
tions revoked; and

(7) Total number of personnel holding
a clearance for Top Secret, Secret,
Confidential and Sensitive Compart-
mented Information as of the end of
the fiscal year.

(b) The Defense Investigative Service
(DIS) shall provide the OASD(C3I) a
quarterly report that reflects inves-
tigative cases opened and closed during
the most recent quarter, by case cat-
egory type, and by major requester.
The information provided by DIS is es-
sential for evaluating statistical data
regarding investigative workload and
the manpower required to perform per-
sonnel security investigations. Case
category types include National Agen-
cy Checks (NACs); Expanded NACs;
Single Scope Background Investiga-
tions (SSBIs), Periodic Reinvestiga-
tions (PRs); Secret Periodic Reinves-
tigations (SPRs); Post Adjudicative
(PA); Special Investigative Inquiries
(SIIs); and Limited Inquiries (LIs). This
report shall be forwarded to OASD(C3I)
within 45 days after the end of each
quarter.

(c) The reporting requirement for
DMDC and DIS has been assigned Re-
port Control Symbol DD–C3I(A) 1749.

[58 FR 61026, Nov. 19, 1993]

§ 154.78 Inspections.
The heads of DoD Components shall

assure that personnel security program
matters are included in their adminis-
trative inspection programs.

APPENDIX A TO PART 154—
INVESTIGATIVE SCOPE

This appendix prescribes the scope of the
various types of personnel security inves-
tigations.

1. National Agency Check (NAC). Compo-
nents of a NAC. At a minimum, the first
three of the described agencies (DCII, FBI/
HQ, and FBI/ID) below shall be included in
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